
Revised Data Protection Act  
(revDSG)
Due to rapid technological development, the Swiss government has decided to  
revise the Data Protection Act (DSG) and adapt it to future technological and social 
conditions. 

DataStore AG supports you in this extensive and important process. Our partner Projektas GmbH has  
developed the Business Resilience Model “RESILIA”. With this unique model, you can successfully  
implement the necessary steps for the revised Data Protection Act. 

PROJEKTAS unleashes the company’s capabilities with RESILIA Business Resilience by bringing together corporate  
Governance, data protection, data security and operational expertise in the right way to quickly master current  
challenges and make business processes and employees fit for the future.  

Cyberattacks are reduced to the technical hurdles they 
had to successfully overcome. However, the triggers are 
mostly of human nature and the impact affects the whole 
organisation. 

Today, people are beginning to understand that a compre-
hensive protection cannot only operate in technology. If a 
company wants to maintain its ability to act even in crises, 
it must provide for protective measures in all areas and 
coordinate them with each other.

To ensure the business resilience, a protective wall is 
needed around the company.

So we have first to

•	create a new understanding of business resilience.
•	discover and close the gaps in the protective wall.

From this, the protective measures are to be defined, the 
priorities to be aligned with the business strategy and a 
program to be drawn up for implementation.
The RESILIA Assessment provides the company with an 
external, independed view on the current mode of opera-
tion and the expected transformation in order to achieve 
the level described by the RESILIA Business Resilience 
Model.



DataStore AG is a leading provider on the data center 
market. As a genuine, innovative value-added distributor 
(VAD), DataStore AG supports its customers and partners 
with products from leading vendors, offering complete  

The RESILIA Assessment shows the company how it can increase its business resilience against external threats and  
ensure its ability to act even in adverse situations.

solutions from one source. DataStore AG expanded its 
portfolio and additional strategic business segment, and 
so the DataStore Cyber Security Division was created. 

DataStore AG  .  Pfadackerstrasse 6  .  8957 Spreitenbach  .  Switzerland
T +41 56 419 7171  .  info@datastore.ch  .  www.datastore.ch

Mastering current challenges and being fit for the future

R
E

S
IL

IA
 B

us
in

es
s 

R
es

ili
en

ce
 M

od
el

 ©
 b

y 
P

ro
je

kt
as

 G
m

bH

Operational Resilience
The ability of an organisation to remain  
able to act, deliver business performance 
and secure its existence in the face of  

adverse operating events or in a crisis.

CURRENT MODE

SERVICE DESCRIPTION

•	 Business Requirements
•	 Processes, Workflows
•	 Suppliers, Contracts
•	 Infrastructure
•	 Security, Safety 
•	 Planning, Monitoring
•	 Organisation

 Assessment Scope
Corporate Governance,  
Risk Management,  
Internal Control Systems,  
Business Continuity Management, 
Data Governance,  
Data Protection, Access Policies, 
Infrastructure, Security,  
contracts, and regulatory  
requirements

 Involvement
The client shall provide  
documentation and participate  
in interviews.

 Deliverables
A heatmap of the dimensions 
examined including explanations 
of the most important indicators, 
a proposal for the roadmap  
including explanations of the 
urgent measures.

 Duration
The duration depends mainly  
on the availability of the  
stakeholders and access to  
relevant documentation.  
Three weeks is a realistic time 
frame.

•	 Objectives
•	 Approach, Roadmap
•	 Communication
•	 Stakeholders
•	 Skills, Qualifications
•	 Knowledge Transfer

•	 Corporate Governance
•	 Risk Management
•	 Compliance
•	 Business Continuity
•	 Data Privacy Services
•	 Continual Improvement
•	 Managed Knowledge

Organisational Resilience
The ability of an organisation to anticipate,  
prepare for, respond to and adapt to in-
cremental change and sudden disruption  

in order to survive and thrive.

TRANSFORM

Technological Resilience
The ability of an organisation to maintain 
acceptable service levels through, and 
beyond, severe disruptions to its critical 

processes and the IT systems which 
support them.

FUTURE MODE


